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Abstract of the contribution: This contribution proposes an update to Solution #22 “DNS based EAS discovery supporting session breakout ” to resolve ENs not related to User PDU Session context in LDNSR using IMS function. 
1. Discussion
On one hand, In Key issue #3 ((Network Information Provisioning to Local Applications with low latency), with edge computing deployment, it is expected that a set of edge computing functions or edge application servers running on edge hosting environment will need to interact with the 5GS to access to 5GS functionality and information, and/or to provide information to 5GS for the provisioning of connectivity services supporting edge computing. The interaction for exposure of network information between the 5GS and the edge computing functions need to be studied. Also, For some network information to be exposed, the long exposure latency is tolerable. However, some real time network information, e.g. network congestion condition or real-time user path latency, can change very frequently. If this information needs to be delivered to Application servers or Application Functions timely, undesirable latency may make the information obsolete cause applications to adjust their behaviour (e.g. adjust the resolution of video stream, or switch levels of driving automation) based on out-of-date network information.

On the other hand, Solution #22 introduces LDNSR, which is a new function that allows coordination of the EAS Discovery using DNS and the 5GC connectivity. LDNSR facilitates that it is possible to select with DNS an EAS closer to the edge, and it allows Dynamic ULCL/BP/Local PSA insertion related to PDU session context based on IMS function for low latency requirements
The current solution can be extended to consider the low latency requirements of Key issue #3, this will support mmission critical service. Mission critical Services MCX Service Users require 5GS functionality that allows for real-time, dynamic, secure and limited interaction with the QoS and policy framework for modification of the QoS and policy framework by authorized users. Hence, including the IMS function within EDN will help to achieve the goals of key issue 3 while maintaining the Key issue 1 solution. We propose to allow IMS function as part of solution #22, specifically in step 3 of Section 6.22.2 as shown in the proposed change. 
2. Text Proposal

It is proposed to update the following text within the TR23.748.   
*** Start of the change ***
3.
Based on the configuration received from the SMF for the FQDN in the DNS query, the LDNSR determines the forwarding parameters:


Option 1: The IP address to add as ECS DNS option. This IP address may correspond to the DNAI/Local PSA selected by the SMF for the UE location and a target domain.


Option 2a (with direct connectivity between LDNSR and L-DNS): The address of L-DNS server towards which to propagate a DNS request. This L-DNS address may correspond to the DNAI associated by the SMF with the UE location and a target domain.


Option 2b (without direct connectivity between LDNSR and L-DNS): The LDNSR requests the SMF to forward a DNS query (in step 5).


The LDSNR may have these forwarding parameters as part of the instructions received from SMF before or may fetch these forwarding parameters from the SMF by providing the FQDN to the SMF in this step. The LDNSR identifies the UE and the PDU session by using the information received from SMF.


Note: The LDNSR could use the created PDU session context from IMS function at this step if the UE has IMS subscription support. IMS functions may be deployed inside EDN to support low latency applications and serve LDNSR at the same time. Otherwise, PDU session context is not created at this step.
4a-4b:
Option 1: The LDNSR adds the IPv4 subnet or IPv4 address or IPv6 prefix provisioned by SMF in step 3 as ECS option as specified in RFC 7871 and sends it to C-DNS server. The C-DNS returns the DNS response including EAS IP address.

*** End of the change ***
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